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Home 
Computer

• Discuss “what to do 
if.............” scenarios

• Set sensible time limits on 
screen time

• Make sure they have breaks

• Don’t use it as a babysitting 
service.

• Build their resilience



Filtering/ Monitoring

• Free download from your ISP

• Your school does the same

• Set up access controls via your router

• Do you check their history

• Look at what they look at



Deleted internet history

Virtual Private Networks installed (VPN)

TOR browser

Multiple users

Multiple social media profiles

Cache cleaner

Overwriting data



Safe Browsing



Online responsibility - parents

Your children will be 
watching the way 

you use technology,

They will copy your 
behaviour

Make sure there is 
some consistency in 
how you role model 

good behaviour

Turn off notifications 
on apps to avoid 

that constant ‘ping’

Buy an alarm clock 
so you don’t have 

devices in the 
bedrooms

Keep phone on silent 
in your pocket or 

bag when you pick 
the kids from school

No phones at the 
table rule







Cyber 
Bullying



Watch out for

belongings getting 'lost' 
or damaged

physical injuries, such as 
unexplained bruises

being afraid to go to 
school, being 

mysteriously 'ill' each 
morning, or skipping 

school

not doing as well at 
school

asking for, or stealing, 
money (to give to 

whoever's bullying 
them)

being nervous, losing 
confidence, or becoming 

distressed and 
withdrawn

problems with eating or 
sleeping

bullying others.



Social Media





How many 
do you 

recognise?



Most 
Popular 
Social 
Media 
Networks 
in the UK

Facebook – 51.5M

YouTube – 35.5M

WhatsApp – 30.1M

Instagram – 28.8M

Twitter – 17.5M

TikTok – 17.3M

LinkedIn – 31.2M

Snapchat – 19.8M

Tumblr – 7M

Reddit – 6.3M







Facebook & 
Instagram

Do young people use Facebook?

Your child’s social media age

Ask them about their “friends”

Delete/ block the ones they don’t 
know

Must not be friends with teachers

Monitor your accounts/ lock down



Social Media and Children

Obsessed with 
being popular

Not enough likes
Affects mental 

health
Depression

Anxiety Disrupts sleep

Continually 
comparing 

themselves to 
others



Social Media





Privacy

If the world knows 
your child’s 
birthday and their 
dog’s name, they 
may also know 
their email 
password.





Personal 
Information

Only their first name.

No other family details.

No telephone numbers or email 
addresses.

Where they live or what school they 
go to.

Photos - nothing that can identify or 
give their location away.

Mobile media – Location services off.





We ask permission before using the internet

We only use websites/apps the teacher has chosen

We tell a grown-up if we see anything we don't like

We keep our personal information private

We tell a grown-up if someone is mean to me

We tell a grown-up if we chat to someone we don’t know 



Chat 
Rooms



Chat Rooms

Grooming galore
No one is who 

they say they are

95% of unsolicited 
approaches will be 

an adult.

Never give out 
personal 

information

NO webcamming Avoid at all costs



Gaming



Live Streaming



Live 
Streaming

IWF

68,000 reports were tagged as including “self-generated” 
child sexual abuse content – a 77% increase on 2019’s total 
of 38,400 reports.

Children are mainly groomed by a person lying about their 
age/ gender

Videos are recorded on tablet phones or via a webcam.

Children are coerced, threatened or manipulated into 
abusing themselves.

96% of victims were girls in a home environmentof victims 
were girls in a home environment





Effects on 
children

Marketing and sales

Clothing

Beauty products

Tech

Body image

Medicines

Music

Lifestyle



Online Pornography

Most children will 
access online 

pornography by 11 
years old

Over 65% of 
pornographic 
videos display 

sexual violence

Children are 
influenced by what 
they see online (TV, 

social media etc)

PEGI ratings do 
matter

Intimate 
relationship abuse

Addiction



Sharing nudes



Sharing nudes

Children and Young People sharing 
explicit photos

Illegal?

They don’t know the risks

Where does the photo go

What can the Child do

What can it lead to





Mobile Phones



Mobile Phones

• Give them an old phone (children 
lose everything)

• Own the account and the 
password

• Speak to Airtime Provider about 
access controls

• Location services set to passive

• Watch the WiFi



GPS



Information Sources



Guidance

Ofcom research

UKCCIS Sexting Guidance - sharing nudes and 
semi nudes

CEOP – Thinkuknow

UKCCIS Education for a Connected World

Childrens online risks

Online safety questions for Governors

NSPCC Online abuse

UK Safer Internet Centre

https://www.ofcom.org.uk/__data/assets/pdf_file/0020/108182/children-parents-media-use-attitudes-2017.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/609874/6_2939_SP_NCA_Sexting_In_Schools_FINAL_Update_Jan17.pdf
https://www.thinkuknow.co.uk/
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/683895/Education_for_a_connected_world_PDF.PDF
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/650933/Literature_Review_Final_October_2017.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/562876/Guidance_for_School_Governors_-_Question_list.pdf
https://www.nspcc.org.uk/preventing-abuse/child-abuse-and-neglect/online-abuse/
https://www.saferinternet.org.uk/


Tech/ Media

Encourage 
communication 

between you 
and your 
children.

Show an 
interest.

Ask how it 
works.

Offer to play.

Keep up.

Does your 
children know 

more than you.



Thank you for listening


